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Subject: RFI - DHS/CISA

CAUTION: This email originated from outside of DHS. DO NOT click links or open attachments unless you recognize and/or trust the
sender. Contact your component SOC with questions or concerns,

Good afternoon CISA,

In light of both recent and upcoming events, the E-ISAC requests any unclassified information from DHS CISA that can be
shared with utility members in the U.S. and Canada, on the following questions:

e As a follow-up to the recent incident in Nashville, do you have any credible intelligence regarding threats or risks
to the electricity industry in connection with 5G (including 5G conspiracy-related theories)?

e |In preparation for the upcoming Electoral College count on January 6 in Washington DC, do you have any
credible intelligence regarding threats or risks to the electricity industry, including any DVE threats to the power

grid or assets in/around the DC area?

Timeline: If any information is available and can be shared, a response by this Monday, January 4, 2021, would be
greatly appreciated.

Thank you very much for your help and assistance in advance, and happy New Year!
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This email and any attachments are confidential. They may contain legal, professional, proprietary and/or other privileged
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